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Implementation of support for I.CA SecureStore CSP to the Mozilla
Firefox application

Select Options in the main menu.
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In the left column select the option Privacy and Security, folder Certificates and then click on

Security Devices...

c €) Firefox  about:preferences#privacy

'I:!' General Block dangerous downloads

0 Home
o\ Search

Warn you about unwanted and uncommon software

Certificates

n Privacy & Security "; Query OCSP responder servers to confirm the current validity of

certificates

c Sync

HTTPS-Only Mode

O Find in Options

Security Devices...

HTTPS provides a secure, encrypted connection between Firefox and the websites you visit. Most
websites support HTTPS, and if HTTPS-Only Mode is enabled, then Firefox will upgrade all

connections to HTTPS.

Learn more
Enable HTTPS-Only Mode in all windows
# Extensions & Themes
Enable HTTPS-Only Mode in private windows only

Firefox Support
(D FIrEsex SiRpS © Don't enable HTTPS-Only Mode

Select the option Load, on the right side.

Device Manager

Security Modules and Devices Details
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It is possible to change the name of module. Then select Browse...

Security Modules and Devices

v NSS Internal PKCS #11 Module

Generic Crypto Services

Software Security Device

Vv Builtin Roots Module

NSS Builtin Objects

ﬁ Videos

£ Local Disk (C3)

) DVD Drive (E) 1¢
v

File name: |SecureStorePkcs11.dll

Device Manager

Details Value

@ Load PKCS#11 Device Driver - X

Enter the information for the module you want to add.

Module Name |[NETIZESIRNY EENE
Module filename Browse...
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@ Choose a PKCS#11 device driver to load

v 1 « Windows » System32 » v ()]
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securekernel
I Desktop
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5| Documents %] SecureTimeAggregator.dll
¥ Downloads %| security.dll
J’ Music @ SecurityAndMaintenance
= Pictures @ SecurityAndMaintenance_Alert

@ SecurityAndMaintenance_Error
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~ | Al Files

Log In
Log Out
Change Password
Load
Unload

Enable FIPS

Choose the file: C:\Windows\System32\SecureStorePkcs11.dll and then click on the button
Open.
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Confirm your choice by OK.

@ Load PKCS#11 Device Driver — X

Enter the information for the module you want to add.

Module Name |New PKCS#11 Module

Module filename ‘C:\Windows\SystemSZ\Secw Browse...

oK Cancel




